
 

AOT Cybersecurity Incident Response Plan 

This document shows the content of cybersecurity incident response plan of AOT. The content 

associated with the scope, role and responsibility, procedure, process, implementation in practice, recovery 

procedures in the PDF p. 4 as follows the content below: 

1. Objective 

2. Scope 

3. Definition 

4. Role and Responsibility 

5. Detail of cybersecurity Incident Response Plan 

5.1 Cyber Incident Response Team: CIRT 

5.2 Incident Reporting Structure 

5.3 Criteria and process to activate and respond to the incident 

5.4 Containment of incident of cybersecurity 

5.5 Recovery Process 

5.6 Engagement Protocols with external person 

5.7 After-Action Review Process 

6. Procedure and Implementation 

6.1 Procedure and Implementation of Recovery Process 

6.2 Preservation of Evidence 
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