
 
Document Summary 

 

AOT Cyber Security Policy 

 

The documents is an official AOT cybersecurity policy, issued on 5th April 2021. This policy 

aims to ensure AOT cybersecurity and to reduce potential cybercrime. The policy states six 

measures with the essence as following:  

 

1. AOT shall comply with cyber security policy and plan according to National Cyber 

Security Committee (PDF page 2) 

2. AOT shall prepare with Cyber Security Policy, guidelines and standard of practices 

accordingly (PDF page 2) 

3. AOT is responsible for cyber-related risks prevention and reduction should it be 

appointed by the National Cyber Security Committee (PDF page 2) 

4. In case of cybercrime, AOT is responsible for reducing cyber risk and reporting to 

National Cyber Security Committee or other related-authorities (PDF page 2) 

5. AOT shall regularly review Cyber Security Policy, guidelines and standard of practices 

at least annually, or when a significant change occurs. (PDF page 3) 

6. All employees shall acknowledge and strictly adhere to AOT Cyber Security Policy. 

Disciplinary action shall be taken for violators. Legal violation is the responsibility of 

individuals. (PDF page 3) 

 

 






